
	  
 

 
 

 
 

“Information Risk & Security in the Cloud” 
 
When:    Thursday, March 19, 2015 

Registration: 11:30 a.m. – 12:00 noon 
Session: 12:00 noon – 1:30 p.m. 
 

Speaker:   Orus Dearman, Director, Grant Thornton, LLP  
    Philip Young, Information Security Engineer, Wells Fargo 
 
Where:               Hotel Nikko, 222 Mason Street (between Ellis and O’Farrell)  

San Francisco, CA 94102 
415-394-1111 
 

CPE Hours:   1.5 
Cost:    $40.00 ISACA Members 

$50.00 Non-Members 
$20.00 Students 

Session Synopsis 
Information	  risk	  and	  security	  in	  the	  cloud	  and	  beyond	  is	  always	  top	  of	  mind	  for	  any	  business	  leader.	  The	  threats	  posed	  to	  
organizations	  are	  real	  and	  becoming	  more	  challenging.	  Learn	  how	  you	  can	  prepare	  your	  company	  to	  respond	  to	  incidents,	  
consider	  industry	  trends,	  and	  what	  to	  do	  if	  you	  experience	  a	  breach.	  	  	  You	  can’t	  afford	  to	  sit	  around	  and	  hope	  a	  
cyberattack	  won’t	  happen.	  The	  best	  thing	  you	  can	  do	  is	  be	  proactive.	  Come	  up	  with	  a	  plan	  and	  ask	  yourself:	  What	  can	  we	  
do	  to	  prepare	  our	  company?	  
	  

•	  	  	  	  	  	  	  	  Industry	  trends	  
•	  	  	  	  	  	  	  	  4	  ways	  to	  prepare	  for	  a	  breach	  
•	  	  	  	  	  	  	  	  What	  to	  do	  if	  you	  experience	  a	  breach	  

	  
Speaker Information 
Orus is a Director with Grant Thornton’s Advisory practice in San Francisco, CA serving the West Region and leads the 
delivery of Cybersecurity services. He has extensive experience conducting security projects for clients both within the 
commercial and Federal industries. Orus has led IT security assessments in accordance with COBIT and Federal 
guidelines, such as NIST SP-800 series, the foundation for FISMA and the NIST Cybersecurity framework.   
 
Philip is an Information Security Specialist at Visa Inc. where his main passions are z/OS and z/OS security.  In his spare 
and work time he educates people about the z/OS platform, its security and how to perform penetration tests against 
it. He manages multiple blogs dedicated to mainframes and mainframe security, writes tools to help test the security of 
z/OS and writes articles about various security controls and how to break past them. In the past two years he has given 
talks about mainframe hacking and mainframe security at conferences across the United States and internationally, 
including BlackHat, DEFCON, Shmoocon and Hacktivity. 
 

To register or cancel a registration, visit our website at   http://www.sfisaca.org.  Cancellation Policy is 72 hours prior to the 
event. Please do not be a 'no show'. Our Chapter is billed for reservations made with our facilities provider, and we will have to 

pass the charges on to you. Thank you for your cooperation. 
 

 

 

Proudly  
	  



Please save the dates for our upcoming events: 

Date	   Topic	  
Speaker(s)	   Time	   Location	  

April	  23,	  2015	   Career	  Management	   Luncheon	   Hotel	  Nikko,	  SF	  

May	  21,	  2015	   Privacy	   Luncheon	   Hotel	  Nikko,	  SF	  

June	  18,	  2015	   IT	  Governance	   Luncheon	   Hotel	  Nikko,	  SF	  

July	  23,	  2015	  
SF	  ISACA	  Chapter’s	  Annual	  General	  

Meeting	  (Networking	  &	  Communicating	  
The	  Chapter’s	  Value	  to	  Our	  Members)	  

Evening	   Hotel	  Nikko,	  SF	  

	  
Most of these events are in the planning process now.  Actual dates, times, and topics may vary. 


